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SUMMARY

The decade of the 1980s saw a surge in research examining the empirical character-
istics of audit differences detected in audit engagements. This paper examines the differ-
ential impact of computerization on common attributes of audit differences that have been
studied in previous papers. Consistent with prior studies, the results of this study indicate
that the majority of audit differences (misstatements) arise due to incorrect computations,
differences in management and auditor judgment, faulty initial identification and process-
ing of transactions, and overworked accounting personnel. Likewise, audit differences
related to control attributes are usually associated with inadequately skilled personnel,
improper or inadequate independent verifications, or improper documents and records;
audit differences are rarely associated with inadequate controls over assets or records.
This study reports additional findings that incorrect manual computations, the recording of
exchange documents, incorrect application of internal controls, and inadequate internal
controls are more likely to be sources of problems when information systems are com-
puterized than when they are not. Finally, very few of the audit differences in this study were
associated in any way with failures in the computerized system. This information shouid
be useful for auditor planning in computerized environments and highlights the need to
adequately consider the nature and reliability of such systems in the planning stages of an
engagement.
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Information technology can be viewed as a
source of increased control over information and
business processes or as a potential source of audit
problems. Conventional wisdom suggests that
data processing will generally be more reliable when
automated, but also suggests some important con-
cerns, e.g., converting of data to electronic form,
limiting access to software and data, and develop-
ing new software. The purpose of this study is to
provide empirical evidence about the differential
impact of computerization on the causes of audit
differences and the effectiveness of internal
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controls.! To facilitate audit planning, auditors
obtain an understanding of internal control, make
assessments of the inherent and control risks of
significant financial statement assertions, and de-
termine the nature, extent and timing of audit pro-
cedures to perform. In order to accurately assess
inherent and control risk, auditors must have a
good understanding of the attributes of reliable
accounting systems. Available evidence sug-
gests that audit differences will occur more
frequently when an accounting system is
poorly designed, overly complex, relies on
manual computation, or lacks key controls.
This paper examines whether extensive com-
puterization within the accounting system has
a differential impact on the association of
these general attributes with the incidence and
magnitude of audit differences.

Consistent with prior studies, this study re-
ports that most audit differences arise from dif-
ferences in judgment between the auditor and
management, incorrect manual computations,
incorrect application of internal controls, miss-
ing internal controls and breakdowns due to
overworked accounting personnel. More impor-
tantly, this study reports additional findings that
incorrect manual computations, improper record-
ing of exchange documents, incorrect applica-
tion of internal controls, and inadequate internal
controls are more likely to be sources of problems
when information systems are computerized. The
results reported in this paper should be important
to auditors who are planning engagements in a
computerized environment.

The remainder of the paper is organized as
follows. The next section describes the elements
of inherent and control risk that are of interest in
this study and the expected relationship between
computerization and audit risks. The second sec-
tion raises the specific research propositions to
be addressed in the study. The third section de-
scribes the approach to data gathering and analy-
sis. The results of the empirical analysis are pre-
sented in section four. Finally, a summary and
discussion is presented in the last section.

RISK ASSESSMENT AND
ACCOUNTING INFORMATION SYSTEMS
Auditors are required to obtain a level of
understanding of internal control which is ad-
equate for planning an engagement. As part of
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this process, auditors make assessments of the
inherent and control risks of significant asser-
tions related to material account balances. These
assessments have a direct impact on the plan-
ning of an audit engagement, affecting the na-
ture, extent and timing of audit procedures per-
formed. Professional standards provide guidance
to auditors when making assessments of inher-
ent and control risk. This guidance applies to all
engagements, regardless of the extent of com-
puterization within the accounting system.?

Auditors are increasingly concerned about
the implications of information technology for
assessing risk and planning the engagement. In-
formation technology (IT) has a direct impact on
control risk and may preclude the auditor from
performing a purely substantive audit. This point
is emphasized in Statement on Auditing Stan-
dards No. 80:

In entities where significant information is
transmitted, processed, maintained, or ac-
cessed electronically, the auditor may de-
termine that it is not practical or possible
to reduce detection risk to an acceptable
level by performing substantive tests for
one or more financial statement
assertions....In such circumstances, the
auditor should perform tests of controls
to gather evidential matter to use in as-
sessing control risk, or consider the effect
on his or her report. (SAS No. 80, para. 14)

Furthermore, the planning of audit tests will de-
pend on the nature of information technology
that is used in data processing:

In certain entities, some of the accounting
data and corroborating evidential matter
are available only in electronic
form....Certain electronic evidence may ex-
ist at a certain point of time. However, such
evidence may not be retrievable after a
specified period of time. (SAS No. 80, para.
19)

Audit differences include accounting errors and fraudu-
lent financial reporting.

For example, see §AU312 “Audit Risk and Material-
ity in Conducting an Audit”; §AU316 “Errors and
Irregularities”; §AU319, “Consideration of the In-
ternal Control Structure in a Financial Statement
Audit”; and §AU326 “Evidential Matter” (as amended
by SAS No. 80) of the AICPA’s codification of audit-
ing standards.

)
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In other words, the auditor must understand how
information technology affects transaction pro-
cessing and factor that understanding into the
planning of the engagement.

In order to accurately assess inherent and
control risk, auditors must have a good under-
standing of the attributes which indicate whether
an information system is rcliable. Systems
Auditability and Control by the Institute of In-
ternal Auditors (1992) and Internal Control: An
Integrated Framework by the Committee on
Sponsoring Organizations of the Treadway
Commision (1992) describe the risks associated
with computerized information systems. The
former document included an empirical examina-
tion of risks related to computerized information
systems and identified “unauthorized access or
changes to data and systems” and “data accu-
racy and integrity” as the two most critical risks
related to information technology. Both of these
risks can be considered to be accounting-related.
Only one other accounting-related risk was iden-
tified, i.e., the “lack of available skilled human
resources.”?

Many control concepts are well understood
by auditors in traditional information systems,
e.g., the need for segregation of duties, specific
authorization procedures, adequate documents
and records, independent verification of trans-
action processing, and restricted access to as-
sets.* This understanding, however, may be lack-
ing when applied to technology-based
information systems, since controls are imple-
mented much differently in such an environment.
Practicing auditors may have inadequate empiri-
cal knowledge of the relationship between the
accounting and data processing attributes that
determine the risk of material misstatements oc-
curring. A typical result of this incomplete un-
derstanding is that the design of audit testing
tends to emphasize direct tests of account bal-
ances and to ignore the assurance that can be ob-
tained from a reliably controlled information sys-
tem, especially one based on extensive
computerized procedures. Such an audit approach
may be effective but may not be efficient.” Further-
more, new audit methodologies are increasingly
emphasizing the role of management and process
controls in audit planning.®
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Controls in a computerized environment are
often perceived differently than those in a manual
system. Application controls improve the reli-
ability of data processing by preventing, detect-
ing and correcting errors in individual transac-
tions as they are processed within the system.
Data entry is considered to be a common source
of mistakes because it may involve manual trans-
formation of data into electronic form (e.g., key-
ing or scanning of data). Breakdowns in subse-
quent processing can be caused by hardware or
software problems, improper processing by hu-
man agents or improper handling of exceptions.

3 Most of the risks addressed in Systems Auditability
and Control (I1A 1992) dealt with the cost effective-
ness, compatibility and appropriateness of comput-
ing systems.

4 See Arens and Loebbecke (1994, 278) for a discussion
of the five basic types of control procedures included
in most accounting systems. These categories have
been modified by SAS No. 78 which adopted the Com-
mittee of Sponsoring Organizations of the Treadway
Commission (COSO) (1992) terminology for inter-
nal controls. We retain the older terminology be-
cause it was the accepted basis for describing controls
when the data was gathered.

5 As noted above, SAS No. 80 questions whether a purely

substantive approach to auditing is possible. Many

auditing researchers downplay the issue of efficiency
based on the argument that effectiveness is ultimately
the key concern for auditors. However, there are at
least two counter-arguments to this position. First,
competitive pressure has caused a reduction in audit
fees and audit firms are looking for ways to cut man-
hours on engagements without reducing the level of
assurance obtained. As a result, the substitution of
low-cost procedures for high-cost procedures may be
necessary to ensure long-term firm profitability. Sec-
ond, a common misconception is that an auditing
firm can rapidly increase the audit resources it has
available. This is simply not true within a limited
time period, such as a busy season, especially when
considering experienced personnel. Therefore, most
firms operate with a relatively fixed level of resources
which can be brought to bear on any given engage-
ment. Excessive use of such resources in a low-risk
engagement/audit area means fewer resources are
available for high-risk engagements/audit areas, i.e.,
efficiency breakdowns in one engagement may resuilt
in effectiveness breakdowns in others. Hackenbrack
and Knechel (1997) find evidence of this efficiency/
effectiveness trade-off by analyzing time usage in audit
engagements for an international accounting firm.

They found virtually no reduction of substantive tests

when auditors indicated they were relying on internal

control as a source of assurance.

Most large audit firms have significantly redesigned

their audit methods in the past few years, placing

heavy emphasis on analytical procedures and man-

agement controls. For example, see Knechel (1997).

>
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General controls are designed to assure
that application controls operate in the most
effective manner. Some of the concerns of gen-
eral controls include system development and
maintenance, system security and access, data-
base integrity, reliability of end-user computing,
and contingency planning. Since system soft-
ware and applications come from different
sources (e.g., external vs. internal development)
and get used at different levels of the organiza-
tion (e.g., centralized vs. distributed vs. desktop
processing), we expect that the risks of each will
vary.’

Because of the different perspective about
controls, many traditional control concepts need
to be applied differently in a computerized envi-
ronment. To illustrate:

+  Segregation of duties: The write-off of bad
debts is usually segregated under someone
other than the credit manager. If a computer
operator has access to receivable files, how-
ever, he may authorize credit entries for write-
offs without proper authority and in spite of
the appearance of segregated duties.

* Adequate documents and records: Basic
principles of system design suggest that
documentary evidence of a transaction
should be prepared as soon as the transac-
tion occurs (this is sometimes referred to as
a boundary document). In a computerized
environment, however, transaction entry
and processing occur without the prepara-
tion of paper-based documents.

* Restricted access to assets: Inventory
should be kept in a secure facility so as to
limit the opportunity for employee theft.
Such restrictions can be overcome, however,
by a computer operator who can generate
an authorization to have inventory moved
to a less secure area.

The key point of these illustrations is that physi-
cal internal controls that appear to be effective
can be overcome by electronic means, which
necessitates a different approach to achieving
the organization’s control objectives.
Computerization also creates significant
opportunities for increased control that are not
available in a manual system. The computer’s
ability to scan all transactions, perform edit and
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field checks, and compare and reconcile data
across systems and sources can be used to
greatly improve the reliability of information pro-
cessing. Kreutzfeldt and Wallace (1986) found
that better general controls led to reduced audit
difference rates. Unfortunately, many auditors
fail to recognize these beneficial capabilities and
do not adequately factor the existence of such
controls into the audit plan (Waller 1993),

Auditing firms have historically relied on
special experts to assess the reliability of com-
puterized systems. As a natural outgrowth of
this philosophy, many auditors feel that they lack
the expertise to adequately evaluate and test
automated systems and, accordingly, plan their
engagements so as to audit “around” the com-
puter as often as possible (Ellis 1989). As ac-
counting systems become increasingly auto-
mated, and such automation becomes virtually
universal, auditors need to reconsider the ap-
propriateness of this strategy. In order to adopt
appropriate audit strategies, however, auditors
need to develop a more complete understanding
of the relationship between system attributes
(especially IT-related controls) and the incidence
of audit differences.

PRIOR RESEARCH AND STATEMENT
OF RESEARCH PROPOSITIONS

Little or no empirical evidence is available
addressing the relationship between computer-
ized information systems and audit differences.
In order to expand the empirical understanding
of the impact of computerization on audit differ-
ences, we examine a number of internal control
and system attributes and their correlation with
observed audit differences in both computerized
and noncomputerized environments. Prior re-
search on general attributes of audit differences
has shown a number of common patterns.® For

7 Systems Auditability and Control provides extensive
details on the risks of automated information sys-
tems, the design of appropriate control systems and
the audit of those systems. The general discussion of
general and application controls appears in Module 2,
“Audit and Control Environment”(specifically, see
1IA 1992, chap. 2).

8 See Ramage et al. (1979), Hylas and Ashton (1982),
Kreutzfeldt and Wallace (1986), Roberts and
Wedemeyer (1988), Wright and Ashton (1989) and
Houghton and Fogarty (1991).
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example, prior research has shown that audit dif-
ferences are frequently caused by incompetent
personnel, improper period cutoff, and errors in
judgment. We also know that audit differences
are frequently detected by high- level analytical
procedures but that the incidence of audit differ-
ences is not well correlated with auditor assess-
ments of inherent and/or control risk (Waller 1993).
Finally, we know that small companies, compa-
nies with poor controls, companies with complex
transactions and companies with low profitabil-
ity are more likely to have errors in their finan-
cial statements (Kreutzfeldt and Wallace 1986).
None of the prior studies have specifically ad-
dressed the impact of computerization on these
error attributes, however.

For the purposes of this study, we have se-
lected the most commonly identified error at-
tributes in prior studies and gathered data about
their relative occurrence in computerized and
noncomputerized systems. Based on logical
analyses of common principles of system design
and internal control, we generate expectations
about whether these error attributes are more or
less likely to occur in a computerized system.

Causes of Audit Differences Not Expected to be
Affected by Information Technology

In spite of advances in expert systems, com-
puters are not flexible when dealing with unusual
or subjective situations which may require inter-
vention by a human decision maker. As aresult,
transactions which require the use of extensive
judgment may be subject to essentially the same
risk whether or not a system is computerized.
Therefore, our first proposition is:

P1: Judgment errors should not be more
or less frequent in computerized
systems.?

Causes of Audit Differences Expected to be
Reduced by Information Technology
Computerized information systems have a
number of advantages over manual systems.
Computers are able to process large quantities
of data in an identical manner, subject data to
built-in edit checks, automate computations and
transfer data between files without error or loss.!?
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Houghton and Fogarty (1991) found that routine
transactions have lower error rates than
nonsystematic transactions. As a result, our next
three propositions suggest specific causes of
audit differences that should be less frequent in
computerized systems;

P2: Incorrect manual computations are less
frequent in computerized systems.

P3: Incorrect data in an exchange document
is less frequent in computerized sys-
tems.

P4: Omission of an exchange document is
less frequent in computerized systems.

Error Attributes of Internal Control
Expected to be Reduced by Information
Technology

Computerization can lead to increased in-
formation reliability in many situations. Internal
controls in a computerized system can be highly
effective because they will be executed uniformly
across transactions and need not be subject to
sampling constraints. Further, since they are of-
ten transparent to the user, such controls are
difficult to circumvent. We have three proposi-
tions related to internal control problems that are
expected to be less frequent when a system is
computerized:

PS: Controls applied on a sample basis are
less frequently associated with audit dif-
ferences in a computerized system.

P6: Incorrect application of controls are less
frequently associated with audit differ-
ences in a computerized system.

P7: Management override of controls are
less frequently associated with audit dif-
ferences in a computerized system.

9 An alternative proposition is that information tech-
nology provides better information for monitoring
situations involving judgment (e.g., accounting esti-
mates) and that audit differences may be affected by
the availability of more detailed and accurate moni-
toring information. In this situation, computeriza-
tion may either increase or decrease the rate of audit
differences.

10 COSO (1992, 50) specifically discusses the potential
risks associated with data exchange in information
systems.
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Error Attributes of Internal Control Expected
to Increase With Information Technology

Internal control may also present some
problems when a system is computerized. For
example, controls in a computerized system
may be more complex and less well understood
than in a manual system. There are a multi-
tude of contingencies that must be explicitly
considered in a system and hidden interac-
tions among components that might not be
apparent or considered within the system de-
sign. Furthermore, since many of the tradi-
tional control concepts used in information
systems may become less effective when elec-
tronic means of circumvention exist, com-
monly considered aspects of control, such as
segregation of duties or control of assets, may
be less effective. For example, segregation of
duties may be needed within data processing
(e.g., system design, programming, data main-
tenance and operations) as well as across more
traditional dimensions in transaction process-
ing. Finally, we expect that computerized sys-
tems will require a higher degree of compe-
tence to implement and operate than a manual
system.!! We state six propositions related to
internal control attributes which may be asso-
ciated with more frequent audit differences
when a system is computerized:

P8: Lack of appropriate controls are more
frequently associated with audit differ-
ences in computerized systems.

P9: Inadequate controls are more frequently
associated with audit differences in
computerized systems.

P10: Inadequate safeguard of assets is more
frequently associated with audit differ-
ences in computerized systems.

P11: Poor segregation of duties is more fre-
quently associated with audit differ-
ences in computerized systems.

P12: Problems with accounting person-
nel are more frequently associated
with audit differences in computer-
ized systems.

P13: Problems with management person-
nel are more frequently associated
with audit differences in computer-
ized systems.

Auditing, Spring 1998

Supplementary Analysis

For each of the expected effects discussed
above we will also examine the impact of fraudu-
lent transactions, account classification and com-
pany size on the results. Due to the basic nature
of most fraudulent transactions, we expect that
there will be differences in the attributes of audit
differences caused by fraud (see SAS No. 82).
Also, different industries have different key pro-
cesses that are computerized, therefore, based
on results reported in prior studies (e.g.,
Kreutzfeldt and Wallace 1986; Bell and Knechel
1994; Maletta and Wright 1996), we expect to
observe differences across accounts as a result
of differences in levels of computerization. Fi-
nally, we expect to see differences across
companies of different sizes because smaller
companies are less likely to have extensive,
sophisticated and integrated computerization
within their information system and are less
able to afford the resources and talent needed
to utilize computerized systems effectively and
efficiently.

SURVEY INSTRUMENT
AND SAMPLE DESCRIPTION

A detailed questionnaire was developed to
gather information on the relationship between
IT system attributes and the incidence of audit
differences. Part I of the survey requested gen-
eral engagement information such as audit gauge
(planning materiality), extent of system comput-
erization, complexity of the computer environ-
ment, and whether reliance was placed on IT and/
or other controls.

In Part I1, respondents were asked to iden-
tify the audit differences detected in the course
of the engagement and to answer a series of ques-
tions for each audit difference (see table 4). Au-
dit differences were defined to include account-
ing errors (unintentional misstatements) and fraud
(intentional misstatements). Respondents were
instructed to include immaterial audit differences,

11 See Systems Auditability and Control, (IIA 1992,
Module 9, 94). While computerized systems are of-
ten designed to alleviate errors by the lowest level
employee (e.g., clerks or salespeople), the systems
must still be designed and operated at a level that
requires substantial competence at higher personnel
levels.
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but entries made by the auditor at the request of
the client (e.g., tax provision entries) were omit-
ted. The questions for each audit difference were
derived from a detailed examination of the five
basic types of control procedures and the two
broad classes of IT controls.!?

The survey instrument was pretested on a
small number of engagements by members of the
research team in consultation with the audit team.
Subsequently, surveys were mailed directly to
respondents. In all cases, the survey was com-
pleted by either the manager or senior on the
engagement. In order to provide quality assur-
ance over survey responses, computer audit spe-
cialists from the office that conducted the audit
were required to review the completed surveys
for accuracy.

A target sample of 385 audit engagements
for fiscal 1988 were randomly selected from a large
international accounting firm’s U.S. client data-
base. The target population included both pub-
lic and private entities (including not-for-profit
entities). For those engagements where the cli-
ent was a consolidation or combination of sepa-
rate entities, respondents were asked to select
the one entity whose operations and industry
best represented the consolidated group. Re-
sponses were received for 358 engagements.
Eighty-two of these responses were eliminated
because they were not full-scope audits. Thirty-
four financial institutions were also eliminated
due to the unique nature of their operations and
account structures, yielding a final sample of
242 full-scope audit engagements. On aver-
age, the survey instrument took six hours to
complete.

Table 1 reports the industry composition of
the final sample of 242 engagements. In total,
2,221 audit differences were reported for the
sample of 242 engagements. Table 2 categorizes
the 2,221 audit differences by account group.
The largest concentrations of audit differences
relate to inventory (351), accrued liabilities (348)
and accounts receivable (236). Almost 15 per-
cent of the 2,221 audit differences were reclassi-
fication entries. Also, 5.87 percent (11.38 per-
cent) of the audit differences were larger than
gauge (50 percent of gauge) and 5.77 percent of
the audit differences were considered to be
fraudulent.

Table 3 presents the mean and median of
the magnitudes of the audit differences classi-
fied by account (negative amounts reflect credit
amounts). The magnitude of each of the audit
differences was also divided by gauge for the
engagement to obtain a measure of the
misstatement’s significance relative to the size of
the company.!® Table 3 also presents the per-
centage of audit differences which were income
reducing. Summary totals are presented for as-
sets, liabilities/equity and net income. Looking
at these aggregates, we see that the mean impact
on assets is a net credit of $105,158, which repre-
sents 8.9 percent of gauge, with 55 percent of the

12 The five types of control procedures are (1) segrega-
tion of duties, (2) authorization procedures, (3) ad-
equate documents and records, (4) independent veri-
fication, and (5) limited access. The two categories of
EDP control are general controls and application
controls.

Gauge is defined as a floating percentage of assets or
revenues, whichever is larger. The percentage used to
compute gauge depends on the level of assets and
revenues.

w

TABLE1
Classification of Survey Engagements by Industry

Surveys

Industry Number
Agriculture 10
High Technology 16
Manufacturing 65
Merchandising 31
Real Estate 11
Other 109

Totals 242

Audit Differences
% of Total Number % of Total
4.1 104 4.7
6.6 205 9.2
26.9 714 321
12.8 476 21.4
4.5 83 3T
45.0 639 28.8
100.0 2,221 100.0
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TABLE 2
Audit Differences Classified by Account Group

Number of % of

Account Group Audit Differences Total Differences
Cash 53 2.39
Marketable Securities 4 0.18
Accounts Receivable 236 10.63
Inventory 351 15.89
Other Current Assets 106 4.77
Land 5 023
Depreciable Assets 161 1.25
Intangible Assets 12 0.54
Investments 27 1,22
Other Assets 106 4.77
Accounts Payable 160 1i25
Accruals 348 15.67
Long-Term Liabilities 6 027
Other Liabilities 102 4.59
Deferred Taxes 3 0.23
Retained Earnings 29 L3
Other Equity q 0.32
Reclassification Entries 326 14.68
Other 17 7.83
Total 2:221 100.00

entries being income reducing. For liabilities and
equity, the mean effect is a net debit of $69,296
but, when scaled by gauge, we see a net credit of
28.1 percent with 67.2 percent of the entries be-
ing income reducing.'* Finally, 74.2 percent of
the adjustments to income reduce net income,
with a mean net debit of $89,392 representing
47.7 percent of gauge.

RESULTS

We first present our primary results related
to the differential impact of computerization on
the attributes of audit differences. We then
present supplemental analyses examining fraudu-
lent transactions, account classification, and
company size differences. We examine both the
rate at which audit differences occur and the
magnitude of the audit differences relative to
gauge. Audit difference rates are based on the
frequency of error causes and internal control
attributes relative to the population of all ob-
served audit differences. Audit difference mag-
nitudes are standardized by dividing the raw au-
dit difference by gauge. The average audit

difference magnitude is computed relative to au-
dit differences having a specific attribute, not
relative to all audit differences.

Primary Propositions: Analysis of
Aggregate Audit Difference Rates

Table 4 summarizes our results related to
our 13 primary propositions.'> We report t-
statistics to test differences between com-
puterized and noncomputerized systems. The
tests of audit difference rates are one-sided be-
cause our propositions are directional, but the

14 The fact that the unscaled errors average to a net
debit while the errors scaled by gauge average to a net
credit suggests that the debit errors occur when gauge
is large. The scaling process then has the effect of
discounting the debit entries relative to the credit
entries, resulting in a shift in the sign of the average
error.

The percentages in tables 4-7 do not add to 100
percent because more than one attribute of interest
may be present in any given audit difference. The
survey totals in tables 4-7 will exceed 242 as each
survey could provide more than one input when re-
sponses are separated by computerization, audit dif-
ference classification, account and company size.
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TABLE 3
Summary Statistics for Audit Difference Magnitudes by Account
Mean: Median: Mean % of Items
Debit Debit Relative to Decreasing
Account N2 (Credit) (Credit) Gauge Income®
Assets:
Cash 109 14,119 1,643 1.9% 39.4
Receivables 337 (51,902) (3,250) 2,0 63.0
Allowance for Bad Debts 38 (14,165) (12,869) =5.1 75.9
Inventory 401 (9,846) (800) -10.9 571
Prepaid Assets 64 (17,618) 56 -8.4 47.3
Land 19 (44,405) (1,232) -12.4 58.1
Plant Assets 171 6,350 4,925 10.3 40.9
Accumulated Depreciation 82 16,516 (619) =14 | 63.5
Investments 53 91,606 6,000 25.3 41.3
Intangibles 22 (279,758) (1,770) 38.2 54.0
Total Across Engagements© 242 (105,158) 0 8.9 55.0
Liabilities/Equity:
Accounts Payable 264 19,619 (4,537) -13.3 67.4
Accrued Liabilities 323 (9,151) (1,391) -17.5 59.8
Other Liabilities 76 (15,386) (338) -2.5 60.3
Debt 41 (36,792) (3,329) 443 60.6
Deferred credits 85 118,161 (2,632) 7.1 61.3
Equity 84 72,300 (355) 14.2 53.6
Retained Earnings 76 (12,046) 1,632 26.7 39.7
Total Across Engagements 242 69,296 (2,778) -28.1 67.2
Net Income:
Sales 147 21,810 3,000 -11.3 62.5
Cost of Goods Sold 362 38,123 2,710 2L3 63.3
Depreciation Expense 65 14,410 2,328 33.0 78.5
Other Expenses 743 (2,602) 1,393 1.3 60.6
Other Income 134 (11,948) (1,099) 0.2 38.2
Other Profit and Loss 159 13,487 1,000 35 62.9
Total Across Engagements 242 89,392 8,591 47.7 74.2

2 Sample size is the number of lines in all adjusting entries in which each type of account appears. For engagement
total, sample size is 242 (the number of completed surveys).

b The percentage of audit differences that are income decreasing represents the percentage of permanent accounts
with credits and the percentage of nominal accounts with debits, both of which have the potential to reduce
income either directly (nominal accounts) or indirectly (permanent accounts).

¢ The totals per engagement represent the summation across all adjustments for a specific engagement. The
percentage of income reducing net audit differences is based only on the engagements that had anet change in
assets, liabilities or income as a result of aggregate audit differences. In some cases, aggregation across all audit
differences resulted in no net change to assets (73 instances), liabilities (68 instances) or net income (52

instances).
tests of audit difference magnitudes are two- noncomputerized/5.479 computerized). Consis-
sided since our propositions do not directly tent with many prior studies we see that the ma-
address magnitudes. jority of differences were due to judgment differ-

First, we note that audit differences are more ~ ences between the auditor and management (P1:

d (3.580 24.62 percent noncomputerized/26.84 percent
- e }u
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computerized) and/or incorrect manual compu-
tations (P2: 36.32 percent/41.40percent). As ex-
pected in P1, there is not a significant differ-
ence in judgment audit difference rates between
computerized and noncomputerized systems.
Surprisingly, two of the causes of audit differ-
ences occur more frequently in computerized
systems: incorrect manual computations (P2:
36.32 percent/41.40 percent) and omission of an
exchange document (P4: 4.17 percent/7.72 per-
cent). The presence of incorrect data in an ex-
change document was not affected by comput-
erization (P3). There are no significant differences
in the magnitude of audit differences between
computerized and noncomputerized systems.
Four internal control attributes occur at sig-
nificantly higher rates in computerized systems.
Consistent with our expectations, problems with
control design (P9: 9.11 percent noncomputerized
/15.08 percent computerized) and segregation of
duties (P11: 0.65 percent/2.12 percent) are more
common in computerized systems. Contrary to
our propositions, problems with controls applied
on a sample basis (P5: 4.44 percent/8.23 percent)
and incorrect application of controls (P6: 18.47
percent/23.46 percent) are also more common in
computerized systems. None of the other propo-
sitions related to internal controls are supported
or contravened. The observed differential rates
do not carry over to the analysis of audit differ-
ence magnitudes, but we do see that computer-
ization is associated with smaller differences aris-
ing from problems with accounting personnel
(P12: 100.70 percent/17.47 percent).
Management override is a potentially impor-
tant problem in both noncomputerized and com-
puterized systems because of the large magni-
tude of the resulting audit differences (150.19
percent/59.67 percent), irrespective of the low
audit difference rate for such problems (3.46 per-
cent/3.53 percent). Also of interest is the ex-
tremely low rate of problems associated with the
safeguarding of assets (.69 percent/.25 percent)
and the segregation of duties (.65 percent/2.12
percent). These findings may be a result of the
sensitization of professionals to potential prob-
lems in these areas or it may indicate a rela-
tively low exposure to material audit differ-
ences in those areas of internal control.

23

Supplemental Analysis of Audit Difference
Classified as Fraud

Statement on Auditing Standards No. 82 re-
quires the auditor to obtain reasonable assur-
ance that material misstatements due to errors
and fraud will be detected.!® Fraud is most prob-
lematic to an auditor, however, because of
management’s intent to deceive shareholders
and/or the auditor. Consequently, the attributes
of fraudulent misstatements may differ from er-
rors and may be affected differently by informa-
tion technology. Table 5 presents our analysis
of audit differences classified as either errors
or fraud. We report the results of Chi-squared
test for differences in audit difference rates be-
tween the two categories of error. We use the
Wilcoxon rank sum test for differences in audit
difference magnitudes.

The average number of audit differences per
engagement is greater for errors than for fraud
(5.313 vs. 2.150, p < .01). Differences classified as
fraud that occur in computerized systems are less
likely to be due to incorrect manual computa-
tions (42.14 percent error/25.64 percent fraud) but
more likely to be associated with management
override of controls (3.06 percent/14.29 percent)
and poor segregation of duties (1.72 percent/
10.81 percent). The latter two results are not sur-
prising and confirm conventional audit wisdom,
Poor segregation of duties (4.71 percent/52.25
percent) and missing controls (20.07 percent/
30.00 percent) also lead to larger audit differences
when fraud is present. Looking at only fraudu-
lent misstatements, we see that computerization
is associated with increases in the incidence of
incorrect manual computations (9.68 percent
noncomputerized /25.64 percent computerized)
and poor segregation of duties (0.00 percent/
10.81 percent).

In summary, the implementation of informa-
tion technology affects several attributes that
contribute to fraudulent activity. In computer-
ized environments fraud is less likely to be due
to invalid manual processing, but is facilitated

16 At the time the data were gathered for this paper, the
operable auditing standard was SAS No. 53. The dif-
ferences between SAS No. 53 and SAS No. 82 do not
have an impact on the results reported in this paper.
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by poor segregation of functional responsibili-
ties and management override of controls.

Supplemental Analysis by Account Group

The five most frequently occurring types of
audit differences (classified by account balance)
were accounts receivable (236), inventory (351),
other current assets (106), fixed assets (161) and
accounts payable and accruals (508). The audit
difference rates and magnitudes obtained for
these accounts are presented in table 6. This
analysis explicitly recognizes that a company
could be computerized for one area but not for
another. Only companies which had a misstate-
ment in a given account area are included in this
analysis.!”

The average number of audit differences,
classified by computerization, is significantly dif-
ferent across accounts (accounts receivable
2.375/inventory 2.906/other current assets 2.188/
fixed assets 1.808/accounts payable and accru-
als 3.424, p < .01).'® For accounts payable and
accruals, 428 (84.3 percent) of the observed dif-
ferences were in a computerized environment;
for inventory the comparable count is 279 (79.5
percent); and for fixed assets it is 94 (58.4 per-
cent). In contrast, a smaller proportion of differ-
ences occur in a computerized environment for
receivables (57, 24.2 percent) and other cur-
rent assets (35, 33.0 percent).

In order to examine the differential impact
of technology, we compared the incidence of
audit differences across computerized sub-
systems for different accounts (i.e., comparison
across the “yes” columns and reporting the re-
sulting nonparametric tests). There are signifi-
cant differences in the frequency of (1) judg-
ment errors (p < .01) and (2) omission of exchange
documents (p < .01) across accounts in a com-
puterized environment. The difference attribut-
able to judgment errors is based on the relatively
less frequent audit differences found in other
current assets (16.13 percent) while the differ-
ence associated with omission of exchange docu-
ments is attributable to the less frequent audit
differences found in inventory (3.34 percent) and
fixed assets (5.44 percent).

Turning to control attributes, we see that
significant differences across accounts arise

Auditing, Spring 1998

due to the frequency of problems with either
accounting (p < .01) or management person-
nel (p =.011), with the latter also resulting in a
significant impact on audit difference magni-
tudes (p = .034). The across-account effect
for accounting personnel is attributable to the
low incidence of audit differences in inven-
tory (8.92 percent) and the high incidence in
receivables (32.08 percent). The across-ac-
count effects for management personnel is at-
tributable to the high incidence in receivables
(19.61 percent) and other current assets (17.86
percent) and larger magnitudes in inventory
(38.33 percent) and payables (65.24 percent).

The impact of error causes and control at-
tributes within specific accounts can be exam-
ined by comparing the yes/no columns for each
account in table 6:

Accounts Receivable: Computerization is
associated with an increasein the frequency
of computational errors (24.85 percent
noncomputerized/43.14 percent computer-
ized). This result is somewhat surprising
because avoidance of these types of prob-
lems is often cited as an advantage of com-
puterized processing. As would be expected,
technology-based systems are also associ-
ated with higher incidence of audit differ-
ences related to accounting personnel (14.94
percent/32.08 percent) and management
personnel (6.43 percent/19.61 percent).

Inventory: Computerization is associated
with more frequent judgment errors (12.85
percent/33.70 percent) in inventory which
also tend to be larger (11.11 percent/26.47

17 In order to prepare table 6, each adjustment was as-
signed to a single balance-sheet account area based on
its predominant impact. The sample counts reported
in table 6 for each account differ from those in table
3, which was based on the number of actual entries to
each account and includes entries to nominal accounts.
Audit differences affecting accounts payable were sepa-
rately coded from accrual differences in the survey.
These are combined for the purpose of the analysis
presented in table 6 since both accounts are essen-
tially disbursement-related and transactions in either
account are typically processed in a similar manner,
i.e., within the same accounting subsystem.

We use the Chi-square test to test audit difference
frequencies across accounts and the Kruskal-Wallis
test for audit difference magnitudes.
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percent). This result is somewhat surprising
but may indicate that inventory levels can
be monitored more effectively using infor-
mation technology, providing more timely
evidence concerning inventory shrinkage or
valuation problems. Computerization of in-
ventory accounting is also associated with
a significantly lower rate of audit differences
due to missing controls (33.33 percent/19.52
percent), but more frequent problems due to
controls performed on a test basis (4.83 per-
cent/11.60 percent).

Other current assets: The only attribute that
indicates a difference between computerized
and noncomputerized environments for
other current assets is problems due to the
omission of exchange documents, which are
more frequent in computerized systems (0.00
percent/7.14 percent).

Fixed Assets: Computerization is associated
with a higher incidence of audit differences
due to omitted exchange documents (0.00
percent/5.44 percent) and the incorrect ap-
plication of existing internal controls (13.46
percent/25.58 percent). Audit difference
magnitudes are not significantly affected by
computerization.

Accounts Payable and Accruals; Omitted
exchange documents (4.00 percent/10.60
percent) are more common in computerized
systems as are problems from controls be-
ing applied on a test basis (0.00 percent/6.88
percent), controls being incorrectly applied
(11.43 percent/21.98 percent), controls be-
ing poorly designed (16.42 percent/28.10
percent) and assets being inadequately safe-
guarded (0.00 percent/14.96 percent). How-
ever, none of these increased frequencies
result in a significant difference in the mag-
nitude of audit differences. Only differences
in judgment between the auditor and man-
agement exhibit significantly different mag-
nitudes (16.43 percent/31.60 percent).

The results from the analysis by account
area can be summarized as follows: The imple-
mentation of information technology does not
automatically assure that records and transac-
tions. will be processed more accurately. Effec-

Auditing, Spring 1998

tive implementation of information technology
requires adequate staffing and training of per-
sonnel. The mere process of computerization
probably highlights and magnifies control prob-
lems that may have existed prior to computeriza-
tion, especially related to personnel. As aresult,
control failures or processing errors that were
not previously understood may become more sa-
lient. Although the incidence of certain types of
misstatements may increase when systems are
computerized, the magnitude of those misstate-
ments is not larger than in manual systems, and
are often smaller. Also, information technology
may allow better monitoring of transactions, in-
creasing the likelihood that an existing error will
be quickly detected.

Supplemental Analysis by Company Size

The size of a company may impact the extent
and sophistication of its internal controls and in-
formation technology. Table 7 presents the audit
difference rates segregated by size of company (as
measured by gauge). Three categories are defined
for the purposes of table 7: less than $250,000
(small), between $250,000 and $500,000 (moderate)
and over $500,000 (large). The incidence of audit
differences per engagement increases significantly
in a computerized environment as the client gets
larger (4.714 small/5.750 moderate/7.724 large). Fur-
thermore, the incidence of audit differences within
computerized environments are significantly higher
than noncomputerized environments for small
(3.478 noncomputerized/4.714 computerized) and
moderate (2.917/5.750) companies, but not large
companies.

A significant difference in the rate of incor-
rect manual computations was observed across
company sizes (p < .01).!° This difference is at-
tributable to large companies which have a higher
incidence of incorrect computations in comput-
erized systems (51.60 percent large vs. 36.48 per-
cent small/41.40 percent moderate). When we look
at the magnitude of audit differences, we see
that incorrect computations result in significantly
larger audit differences in small companies (39.53

19 We use the Chi-square test on audit difference
frequencies (rates) and the Kruskal-Wallis test on
audit difference magnitudes.

Reproduced with permission of the copyright owner. Further reproduction prohibited without permissionyaa



31

£
g
S0
B
=
<
£
3
N
3
A
=
S
=
]
3
Q

(28vd 1x2u uo panunyuoy))

LSiE 869 S6°¢ SEY £6°E LTe 9
18°6C €8'CC *%69'1C S¥'9 00°I¢ L0°0C ol
V'Y 99 % Yl *xS9'T1 6€'9 1
€E°9 £9°C L99 STL *x18'8 L8'E 41
181 £9°C 8Ty 98T 8L'1 STE 5
*x09°1S SLEE or'ly I€°LE 8¥°9¢ 6L9¢ it
68°ST 06'LT 08'LT 98°C¢ 96°1¢ 8L'1T ==
% % % % % % ey
¢SIBY NUIBYIQ NPV
YLl 650°S *x0SL°S L16C «VIL'Y 3LY'E
6C Ll 9¢ 144 86 06
Ve 98 L0T 0oL (4% EIE
S ON SaX ON Sax [N
Jpazindwo) ¢ PAzLRInduwo) Jpazidnduwo)
000°00S$ 000°00S$ 000°0S2$
uey) JI3)edls) 03 000°0ST$ uey) ssa|
e RIIPOIA [[ews

azI§ Auedwo)

su

1700

100°0

su

su

1000

su

7200

S[O1JU0D JO OPLLIDAO JuauaFeURU
JO 9SNEO2Q INJ00 0UIYJIP Y PIA  Ld
(s101u09 jo uoneoridde 1001100UT
01 9np Pa32JopuN 03 DUAIIJIP Y PIAd 9d
;stseq oqdures e uo parjdde sjonuod jo
95NL0aq Pajo)apun 0F 0UAISHIP AYI PIA  Sd
SOSLIdJIRIRY)) [0U0)) [BUINU]

{JUSUINOOP 23UBYOXS UL JO

UOISSTUWO 0 NP N0 UAIAIP Y} PIA +d
JuauInoop 23uLYoXa UL UI BIEp

1091100UT JO 9SNEBI2q INOD0 UIRYIP Y} PId  €d
,eep Jo uonenduiod [enuewt

1991100UI UE 0} 9NP N0 OUIIJIP oY1 pId  ¢d
(yuowdpnf oFeuew pue J03pne ur

SOOUQIAJJIP 0} NP INDI0 UISPIP Y PIF 1d

SIOUIJI( JIPNY JO SIsne)

juowoSesug sod
SOOUSIAJJI(] JIPNY JO JoqUINN 98BI0AY
skaaing 91o[dwo)) Jo JqunN [eI0],
$20ULJSJJI(] PNV JO JoquinN [B10],

azi§ Auedwo)) Aq sapnjrudey] pue sajey IdUABJI Hpny

LATIVL

er. Further reproduction prohibited without permissionyypamn




(28vd 1x2u uo panunuoy))

=%}

M Juaundop 23ueyoxd
% L9 009 L9'ST 00'vvC 89°61 rest su UE JO UOISSIUIO 0} NP JNO30 JUIIP 243 PI

‘m. 006 0SS el 0S°€l 88°¢9 0¢'LT su {HUSWINOOP SFUBYOXD UE U
“ BIEP 109LI00UI JO 9SNEIAQ INOO0 DUSIJIP AY) PIJ

.Wo ,eep jo uoneinduwod
.Jm. SI'El 65°6 7001 9¢'GL €5°6¢ C7CT 870°0 [eNUBW }021I02UI UB 0] NP INIJ0 IDUARJJIP ) PI

< (uawidpn( 1o3euew pue J0)pne
+x98'1¢ L891 LTtT L1T'9¢ I¥'LE 2062 100°0 Ul S9OUSISJJIP 03 NP INOJ0 IDUSIFFIP Y3 PI
S3OUAIPJI(] IPNY JO sIsne))

% % % % % %

pSOPMIUSEIA] OUIIIPIF PNV
([ouuos1ad JUSWOFEURU YIIM

er. Further reproduction prohibited without permissionya

*xC9°L 18°C (49! 0S8 6L H 1¥0°0 swo[qoid Jo 9snesaq IN0J0 OUIYIP oY PIA €1d
([euuosiod Sununoode Yim
LLS1 98°'LI 9'9¢ PI'LT €9°11 8L°01 H 1000 swa[qoxd Jo asNEdaq INOO0 UIIP A PIA T1d
{sannp jo uonegaigas
940 8I'1 €E'E eVl *x6V'T €€°0 H su 100d JO 95NBIAQ INOD0 UAIWIP Y PIA T1d
(S19ssE Jo prengojes
960 vT°0 90°1 H su arenbapeul JO 95NEO3( INOJ0 QUAIRPIP I PIA O1d
{PAATOAUL YSUI UAAIS S|onuod ajenbapeut jo
OL'ST 7881 0TI YT el *x£8°CI 86°¢S H su 95MB23Q P2192JPUN 0F 2OUAIIP Y PIA 6d
(sjonuod areudoidde jo
ILTT 85°6C 6V'1€ vS'LT 60°1C 8L°CC H 1200 3OB] 0] INP P2joSepUN 0F AOUAIYIP ) PIA. 8d
% % % % % % el |

¢SArey UIIJJI PNV

$O0ULIAYJI(] JIPNY JO J9qUINN] [BI0],

SO ON Sax 1 SON; S9X ON €IS
Jpazudnduio) JPIZLIdnduio)) JPIzZLRINduwo))
00000s$ 000°00S$ 0000sT$
uey) IJBAIN) 01 000°0SZ$ uer) ssay
Jdrey J)RIIPOIA [[ewg
azi§ Auedwo)
3 (panunuo)) L ATAVL




33

Bell, Knechel, Payne and Willingham

(28vd 1x2u uo panunuo)))

(sopryIuSeur 10§ POpIs-0M] ‘sajel J0J papIs-auo =1) 10" > d e JueoyruSis sSumoes pazueindwoouou pue pazuINdwIod URIMIAQ OUIIA  ++
(sopmuSeur 10j PopIS-0A] ‘SaJEJ J0J PApIs-auo = 1) 60° > d 18 JueonyrusIs sfunjes pazueindwoouou pue pazuAINAUI0d UIMIA] UIRIIA +

v6'8 ov'L 00CI 19°€9 el'vy
LLOIT ESiEE 9L:ST 009%¢ *C9'ETC 6£'8L
00°1 00T 0091 9EVT 00°S1T
0069 009t 0001
991 69°9¢ Y191 95'86¢ 88'GL £Sel
99°81 (4047 LOET £9°C61 119z £9°1C
ST'8 €e0l 1L798 00°€ly Ly'vL 6T°LST
I18¥1 10°6T 19'v1 sTs 8L'6S 68°SY
68°L 8¢L 00°LI 20'88 ILS1
S8 NUAII NpNY
Sax ON TSsx ON Sax ON
¢ paziynduwo) Jpazidnduwo) paziidndwo))
000°00S$ 000°00s$ 000°0SZ$
uey) INedrs) 01 000°0ST$ uey) s
adre] JJBIIPOJAL [[ews

azi§ Auedwo)

(panupuo)) L ATAV.L

([ouuosiad Justuageurl YIIm

L10°0 swapqoid Jo 95NBI3q INOJ0 JOUAIIP Y3 PI
([euuosiad Sununodoe Yim

$00°0 swaqo1d Jo asnE22q INJJ0 IOUAIFIIP Y PIQ
sennp jo uonegaidas

su J100d JO 95NEIIQ INOD0 AOUIAJIP Y} PI
($19sse Jo piengojes

su 2jenbapeur JO 95NEI9q INDO0 SJUIFIP ) PIJ
L POAJOAUI YSLI UGATS S[oNu0d djenbaopeur

su JO 9SNBAq PRIIAJOPUN 0F IOUSIIJIP 243 Pid
(stonuod oeudoidde jo

su B[ 0] aNP P2JI]PUN 0F AOUAIFIIP oY) PId
{S[011U0D JO IPLIISAO

$10°0 JuSWRSRURUI JO 9SNEBI2G INIJ0 SOUIJIIP Y3 I
isronuod jo uonesrdde

su 1091100UI 0 2P PajO)APUN 0F IUIYJIP Y} PIJ
(stseq ordures e uo pardde

su S[O1)UOD JO 9SNEOA] PRJ0OJapun 0F DUIJIP Yl PIA

sosLIdjdeIeY) [01U0)) [EUIAU]

S9OULIRJJI(T PNV JO Joquiny] [e10

er. Further reproduction prohibited without permissionyypamn




Auditing, Spring 1998

34

*SO0USIDJJIP [[& 03 QANE[AI J0U “InqLIje dj10ads e Suiaey

SOOUIIYIP JIPNE 0} ATUO dAne[aI pajndwion ST 90USINIP JIpne d5e10Ae oy, "o8nes Aq 90ua1alyIp mel oy SUIPIATP Aq PAZIPIEPUE)S ST SOPMIIUSeU S0USISFIP JIPNY
*apmIuSew 2UAIJIP

npne 0} A[dde jou op suone)dadxa 9y ], *SIOUIAJJIP JIPNE JO skl () Jomo] 1o (H) Joysiy aAey [im suonedrjdde pezueindwod jey) suoneidadxs pesodoid
*QOURIRIJIP NIpNE UAAIS Aue ur juasaid oq Aew 15910JUT JO 9JNGLIIE SUO UBY) SIOW 3sNeIq %00 ] 0 dn ppe jou op sadejusoiad oy, 'SIOURIJJIP JIPNE PIAISSGO

Ire Jo uonerndod ay3 01 SATE[AI SONSLISIOBIRYD [ONUOD [BUIIUI PUE SISNBD OUAISIJIP JIpne Jo Kouanbaij ay) uo paseq a1e safejusdrad el 90UIYJIP JIPNY
‘opmuew

JOLID UI SIOUDIRJJIP 10] 159) SI[BAA-[NSOIY Y} PUB UOHBOIJISSE]D JUNOJOR Uam1dq Aouanbaly 9ouaiajyip Jipne 10y 1s9) axenbs-1y) oy uo paseq 2ouedyrusig

(panunuo)) L ATAVL

c
S
(2]
1)
=
-
(]
o
S
>
(o]
Ny
=
=
i)
(]
=
i
N
o
-
o
c
g
=)
(8]
>
o
o
e
Q.
(O]
S
p
(O]
e
-
-
>
LL
—
(0]




Bell, Knechel, Payne and Willingham

percent small vs. 10.02 percent moderate/13.15
percent large). We also observe that large com-
panies have larger audit differences due to
disagreements between the auditor and man-
agement when systems are computerized (16.87
percent noncomputerized/31.86 percent comput-
erized). This difference is also significant across
the three size groups (37.41 percent small/23.27
percent moderate/31.86 percent large) and may
imply that computerized systems provide better
information on which to base accounting esti-
mates than is available in noncomputerized
settings.

Turning to internal control attributes, we see
a number of significant differences across com-
pany size:

» small companies are more likely to have au-
dit differences due to sample-based controls
(11.65 percent small vs. 4.55 percent moder-
ate/4.46 percent large);

+  small and large companies are more likely to
have audit differences due to management
problems (8.50 percent small/7.62 percent
large vs. 2.81 percent moderate);

*  moderate-size companies are more likely to
have problems with missing controls (31.49
percent moderate vs. 21.09 percent small/
22.71 percent large) and accounting person-
nel (26.46 percent vs. 11.63 percent/15.77
percent);

» large companies are more likely to experi-
ence problems with the incorrect applica-
tion of controls (29.81 percent large vs. 21.00
percent small/21.69 percent moderate).

Also of interest is the observation that there
is a significant effect across size on differ-
ence magnitudes for the three attributes that
are “personnel”-related: management over-
ride, accounting personnel and management
personnel, all being associated with larger dif-
ferences in smaller companies.

Within levels of company size, we see that
computerization has its most significant impact
on control attributes in small companies, i.e., com-
puterization leads to problems with sample-based
controls (6.39 percent non-computerized/11.65
percent computerized), poorly designed controls
(5.58 percent/15.83 percent) and poor segrega-
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tion (.33 percent/2.49 percent). For moderate com-
panies, the impact of computerization is revealed
only by a higher incidence of incorrectly applied
controls (6.45 percent/21.69 percent). Finally,
large companies have more frequent problems
with incorrect manual computations (33.75 per-
cent/51.60 percent), controls applied on a sample
basis (0.00 percent/4.46 percent), and problems
with management personnel (0.00 percent/7.62
percent). None of these observed effects for au-
dit difference rates carry over to the magnitude
of audit differences.

In summary, small firms have larger errors in
the attributes affected by management and ac-
counting personnel including disagreements with
the auditor and incorrect manual processing. As
firms grow, there is increased difficulty with the
application of appropriate controls and the rate
of problems with accounting personnel escalate.
Additionally, the magnitude of differences from
management override of controls remains high.
Large firms continue to have difficulty with
manual processing and application of controls,
but the problems with the appropriateness of the
controls and management and accounting per-
sonnel lessen. Of particular interest is that the
magnitude of errors is smaller for large firms, es-
pecially those errors due to management over-
ride of controls.

Characteristics of IT-Related Audit
Differences

Only 8.40 percent of the 1,362 audit differ-
ences analyzed in this paper were due to break-
downs or failures related to information technol-
ogy.? To further understand the nature of the
these audit differences, we examined their at-
tributes as they relate to general controls, con-
trols over development and application controls.
These results are reported in table 8. The per-
centages are computed relative to the set of
data processing misstatements, not relative
to all misstatements.

For general controls, problems with the hir-
ing and training of IT personnel and poor IT/

20 The reader should recall that the sample of companies
used in this survey only included those that had moder-
ate to extensive computerization as judged by the ex-
ternal auditor.
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user segregation created audit differences at a  or larger differences due to purchased software
rate significantly higher than zero (13.21 percent (12,74 percent frequency), internally developed
and 5.00 percent, respectively) but only the former  software (22.86 percent frequency/24.00 percent
problem resulted in difference magnitudes that  magnitude), improper use of microcomputer soft-
were also significant (58.50 percent of gauge). ware (20.71 percent/8.92 percent), unreliable user-
For controls over development, we see frequent developed software (22.86 percent/27.29 percent),

TABLE 8
Aggregate Audit Difference Rates and Magnitudes
Computerized Applications Only

Audit Audit
Difference Difference
Rate Magnitude®

Total Number of Audit Differences 893 893
Total Number of Complete Surveys 163 163
Average Number of Audit Differences per Engagement 5.479 5.479
Was the difference attributable to the client’s computer system? 8.40**a 24 .93%*
IT General Controls
Did the difference occur because of overworked IT personnel? 3.33 40.00
Did the difference occur because of incompetent IT personnel? 1321 %* 58.50*
Did the difference occur because of poor segregation among IT personnel? 1.67 26.00
Did the difference occur because of poor IT/information user segregation? 5.00* 6.67
Did the difference occur because of poor system documentation? 321 106.50
Did the difference occur because of inadequate access controls?
IT Development
Did the difference occur due to problems with the implementation

of purchased software? 12.74%* 30.88
Did the difference occur due to problems implementing internally

developed software? 22.86** 24.00*
Did the difference occur due to problems implementing

microcomputer applications? 20.71>F 8.92*
Did the difference occur due to problems implementing end

user applications? 22.86%* 277:29%
Did the difference occur due to inadequate/improper design specifications?
Did the difference occur due to incorrect program coding? 4.88* 76.67
Did the difference occur due to improper/incorrect program changes? 20071%S 40.08*
IT Application
Did the difference occur due to data entry errors? 62.86** 17.96%*
Did the difference occur due to improper computer processing? 28.21%* 27.61*
Did the difference occur due to improper/incorrect handling

of an exception report? 19.40** 35.42*%
Did the difference occur because of hardware failure? %35 54.00

Did the difference occur because of incorrect program used in processing?

* Percentage is significantly different from zero at p < .05.
** Percentage is significantly different from zero at p <.01.

2 This item is presented as a percentage of the total audit differences detected, the remaining items are calculated
relative to this percentage. For example, the first item was .28% of total audit differences and 3.33% of audit
differences in computer applications.
b This item is presented as a percentage of audit gauge for audit differences detected.
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and inadequate testing of program changes
(20.71 percent/40.08 percent). For application con-
trols, we observe frequent data entry errors (62.86
percent/17.96 percent), errors during computer
processing (28.21 percent/27.61 percent) and im-
proper handling of exception reports (19.40 per-
cent/35.42 percent).

The overall pattern of the aggregate results
indicates that data entry errors are the most com-
mon source of [T-related misstatements, while
problems with general controls are not a com-
mon cause of misstatements. As a group, prob-
lems with technology development are also a
frequent source of misstatements. In regard to
audit difference magnitudes, problems with per-
sonnel, program changes and exception reports
result in the largest misstatements. These re-
sults are somewhat contrary to the survey re-
sults reported by the Institute of Internal Audi-
tors (1992) in Systems Auditability and Control,
which suggested that problems related to sys-
tems access and program changes would be more
frequent and severe.

SUMMARY AND DISCUSSION

The results reported in this paper are sub-
ject to the same limitations that affect all studies
of actual audit differences. First, the results are
based only on discovered errors. The possibility
exists that the population of undiscovered er-
rors possesses attributes that are significantly
different from those described in this paper. How-
ever, given the number of engagements and au-
dit differences included in the analysis, the
sample could be expected to be fairly representa-
tive. Second, much of the data used in this paper
was obtained by soliciting ex post judgments
from the auditors who performed the actual au-
dits. The judgments concerning risks and the
presence of selected attributes may be flawed
due to inaccurate recollections or due to ex post
rationalization of decisions made during the
course of the engagement. Third, the data was
gathered from audit engagements in 1989. Infor-
mation technology has obviously changed sig-
nificantly since that time period. However, we
believe that the results in this paper are inter-
esting because they pertain to general error
attributes, not specific system attributes. Fur-
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thermore, most of our comparisons are made
across computerized and noncomputerized sys-
tems and would be less sensitive to the form of
the actual technology used in the computerized
system. Knowing that computerization in-
creases some types of problems while reduc-
ing others is important to audit planning re-
gardless of the nature of the actual
technology.

A number of questions were asked as part
of the motivation for this study. In spite of the
limitations mentioned above, the results re-
ported in the preceding sections provide par-
tial answers to many of these questions. These
answers can assist auditors in the planning of
audit engagements by providing empirical evi-
dence to highlight situations where audit differ-
ences are more or less likely to occur, along with
the relative size of the audit differences.

First, as has been shown in prior studies,
the majority of audit differences (misstatements)
arise due to:

*  incorrect computations,

»  differences in management and auditor judg-
ment, and

*  faulty initial identification and processing
of transactions.?!

Second, audit differences, if they relate to con-
trol attributes, are usually associated with:

+ inadequately skilled personnel,

*  improper or inadequate independent verifi-
cations, or

* improper documents and records.

Audit differences are rarely associated with in-
adequate controls over assets or records. Third,
this study isolates the following areas that are
more likely to be sources of problems when in-
formation systems are computerized than when
they are not:

¢ incorrect manual computations,

»  the recording of exchange documents,

*  incorrect application of internal controls,
and

* inadequate internal controls.

21 Note that the faulty identification of transactions
would include cutoff errors of various types.
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Fourth, IT-related audit differences are relatively
rare, even in account areas that are heavily com-
puterized. Errors in preparing data entry are a

Auditing, Spring 1998

noted very few audit differences in this study
that were directly attributed to problems or fail-
ures of information technology. Taken in its en-

frequent problem, however.

The most important point observed in this
paper should be reiterated—the nature of audit
differences discovered can be affected by the
computerization of an accounting information
system. Statement on Auditing Standards No.
80 has focused attention of the profession on
information technology and audit evidence. We

tirety, the results presented in this paper should
provide some useful insights for auditors plan-
ning engagements in computerized environ-
ments. It highlights the need to adequately con-
sider the nature and reliability of computerized
systems in the planning stages of an engage-
ment. To not do sorisks inefficient, and possibly
ineffective, performance of the audit.
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